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Purpose statement 

This document provides 10 simple steps to configure your Oracle Cloud Native SCCA Landing Zone. 

Disclaimer 

This document is for informational purposes only and is intended solely to assist you in planning for the 

implementation and upgrade of the product features described. It is not a commitment to deliver any material, 

code, or functionality, and should not be relied upon in making purchasing decisions. The development, release, 

and timing of any features or functionality described in this document remains at the sole discretion of Oracle. 

This document may reference products/services or security controls that currently are in the process of obtaining 

DISA Impact Level 5 provisional authorization. Due to the nature of the document, it may not be possible to 

include all features described in this document. For additional information specific to certain Oracle Cloud 

Services with DISA Impact Level 5 authorization, please refer to this informational website, located at: Oracle 

Cloud US Federal Cloud with DISA Impact Level 5 Authorization. 

  

https://docs.oracle.com/en-us/iaas/Content/General/Concepts/govfeddod.htm#Oracle_Cloud_Infrastructure_US_Federal_Cloud_with_DISA_Impact_Level_5_Authorization
https://docs.oracle.com/en-us/iaas/Content/General/Concepts/govfeddod.htm#Oracle_Cloud_Infrastructure_US_Federal_Cloud_with_DISA_Impact_Level_5_Authorization
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Step 1 Get Started 

Log in to Oracle Cloud Console. 

Select the Navigation Menu and select Developer Services, then Stacks under the Resource Manager heading. 

 

Select your Compartment for deployment on the left dropdown menu.  

Click Create Stack. 

 

 

 

 



 

5 10 Steps to Launch a Secure Cloud Computing Architecture (SCCA) Landing Zone  /  Version [1.0] 

 Copyright © 2024, Oracle and/or its affiliates  /  Public 

Step 2 Stack Configuration 

Select the Template radio button. 

Click Select Template. 

Select the Architecture tab. 

Select OCI Cloud Native SCCA Landing Zone. 
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Step 3 Configure Variables 

Update the optional variables such as Stack Name, then click Next. 

 

Configure the Provider Variables as needed. The Secondary Region field is required. 
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Step 4 Compartment Configuration 

Configure your Landing Zone Compartments and choose whether to enable a separate compartment for logging. 

 

 

Step 5 Identity and Access Management (IAM) 

Configure Identity Variables: 

• Realm Key  

o 1 for OC1 (Commercial) 

o 2 for OC2 (US Government Realm)  

o 3 for OC3 (US Defense Cloud) 

• Choose whether to enable Identity replication. 
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Step 6 Monitoring Variables 

Configure your Monitoring Variables. The initial Email list options are optional. 

 

Step 7 Security Variables 

Configure your Security Variables, many are optional. 
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Step 8 Network Variables 

Configure your Network Variables.  

 
 

 

Step 9 Workload Variables 

Configure your Workload Variables, then click Next. 
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Step 10 Confirmation 

Validate all of your variable configuration entries. 

 

Once you have verified all of the sections, select Create to deploy the Landing Zone, which may take 10-15 

minutes. 
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GitHub Deployment 

You can find more information on the SCCA Landing Zone on GitHub.  

 

 

Alternatively, you can clone the Zip file from GitHub and use the Command Line Interface (CLI) to deploy the 

Landing Zone. 

 

 

 

 

 

https://github.com/oracle-quickstart/oci-scca-landingzone
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