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Oracle is registered under  
the EU-U.S. and Swiss-U.S. 
Data Privacy Frameworks, 
and the UK extension   

 
 

On July 10, 2023, the European Commission adopted an adequacy decision for the new EU-U.S. Data Privacy 

Framework. As such, EU personal information can be transferred without the need for additional safeguards 

from the EU to companies located in the U.S. to the extent such companies are participating under the 

framework. Similarly, the U.S. Department of Commerce also maintains a U.K. Extension to the Data Privacy 

Framework and a Swiss-U.S. Data Privacy Framework (collectively, the “DPF”). 
 

The DPF seeks to address privacy concerns adjudicated by the Court of Justice of the EU in the July 2020 

Schrems II decision, which led to the invalidation of the Privacy Shield framework. More information about 

Oracle’s response to this decision and related EDPB guidance on supplementary safeguards is available in 

our FAQs about Data Flows and Oracle Services. 

 

Oracle has self-certified under the DPF and is listed as an active participant for the EU-U.S. DPF, the UK 

Extension to the DPF and the Swiss-U.S. DPF.  Customers and Oracle can avail themselves of the benefits 

offered by the DPF, which includes the ability to base relevant data transfers on the European Commission’s 

adequacy decision for data transfers from the EU, UK or Switzerland to the US. 

 

In addition, Oracle has and continues to rely on other appropriate data transfer safeguards such as its 

Binding Corporate Rules for Processors (BCR-p) and Standard Contractual Clauses, where and as applicable 

to transfers of EU/EEA, Swiss and UK personal information. 

 

The services agreement between You and Oracle references the applicable version of the Oracle Data 

Processing Agreement, which provides further details on the relevant data transfer mechanism that applies 

to Your order for Oracle services. 

https://ec.europa.eu/commission/presscorner/detail/en/ip_23_3721
https://www.oracle.com/content/published/api/v1.1/assets/CONT317139C271314D76B5A63C27D6B8CC17/native/FAQs%20about%20Data%20Flows%20and%20Oracle%20Services.pdf?cb=_cache_e289&channelToken=117bec9b3b4e4e90a1c4c9069d210baf
https://www.dataprivacyframework.gov/s/participant-search
https://ec.europa.eu/commission/presscorner/detail/en/ip_23_3721
https://ico.org.uk/about-the-ico/what-we-do/information-commissioners-opinions-on-adequacy/the-uk-government-s-assessment-of-adequacy-for-the-uk-extension-to-the-eu-us-data-privacy-framework/
https://www.edoeb.admin.ch/edoeb/en/home/kurzmeldungen/km2024/15012024_angemessenheitsbeschluss.html
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